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How to: Remove unwanted computers and network devices from ManageSoft  
(Article 100779)  

It is common for a number of unwanted or old computers and network devices to appear in 
ManageSoft databases over time. In order to ensure accuracy in numbers shown by reports, it is 
good practice to implement strategies to clean up these records. This article describes a number of 
approaches which can be followed to remove such records from the database. 
 

How to: Remove unwanted computers and network 
devices from ManageSoft 

Goal 

Delete unwanted information about computers and discovered network devices that is recorded in 
the ManageSoft database. 

You may want to delete information about a computer or network device for a number of reasons. 
Some examples are: 

• The computer has been made obsolete or removed from the environment. 
• Inventory (or other) information has not been received from the computer for a long period 

of time. 
• The device was discovered on the network at some point in the past but has not been seen 

for a long time. 

Background 

In order to understand how to clean up data about computers and network devices, it is important 
to understand how ManageSoft stores this information. There are two key types of entity that 
ManageSoft keeps track of: 

• A “computer” (recorded in the Computer table in the database) is a piece of hardware such 
as a desktop, laptop or server. ManageSoft can potentially collect inventory, install 
packages, collect application usage information and perform other similar operations on 
computers. Computers are added to the database by a range of operations, including 
importing an inventory, installation log or other information from a managed device agent, 
the server side policy merge operation, and when information from a network discovery is 
imported. 

• A “network device” (recorded in the NetworkDevice table) is a device that has been found 
within an environment by ManageSoft discovery processes. Typical discovery processes 
performed by ManageSoft include IP range scans, enumeration of devices in a WINS 
browser list (NetBIOS discovery), or discovery based on inventory information that has 
been received from devices. 

A computer may be linked to one or more network device records in the database, and a network 
device may be linked to a computer. This information is stored in the ComputerID field of the 
NetworkDevice table. 

Data about computers and network devices stored in the database can be cleaned up independently 
of each other. 



Procedure 

The following sections describe various ways to remove computer and network device data from the 
ManageSoft database. 

After deleting computer or network device records, be aware of the processes which can cause 
these records to be recreated in the database. When those processes happen, the records will be 
created as if the computer had never been known about previously—any previously recorded data 
for the records will no longer exist. 

Your ManageSoft database should already be configured to be backed up regularly with appropriate 
recovery procedures in place. Before deleting any significant amounts of data, it is wise to ensure 
that a recent backup has occurred successfully in case there is any need to recover lost data. 

Computer deletion from Active Directory 

The typical mechanism by which information about a computer is deleted from ManageSoft is 
through Active Directory: when a computer account is deleted from (or disabled in) Active 
Directory, the next server side policy merge process performed by ManageSoft will delete all 
information about that computer from the ManageSoft database. 

This is the method of choice by which most cleanup of computer records should be achieved. 
However it may not be appropriate in all situations. For example: 

• Not all computers that ManageSoft keeps track of and knows about are associated with 
computer accounts in an Active Directory domain. 

• Not all organizations have a tight obsolescence process which ensures computer accounts in 
Active Directory are deleted or disabled in a timely manner. 

In situations such as these, some of the strategies discussed further below can be followed. 

 Operations Portal module for computer deletion 

The attached DeletePortal.zip file contains a module for the ManageSoft Operations Portal which 
can be used to delete computer records based on name or date inventory information was last 
received. 

The following steps can be used to install and access the module: 

1. Uncompress the contents of DeletePortal.zip in to 
[INSTALLDIR]\Portal\Web\Modules\ ([INSTALLDIR] is the installation directory of 
ManageSoft, typically c:\Program Files\ManageSoft) on the reporting server.  

2. Navigate to http://reporting-server/ManageSoftOP with Internet Explorer. 
3. Select the Data Management > Delete Computers menu option. 
4. Follow the guidance and interface presented to list and delete appropriate computers by 

name or inventory age. 

Computer deletion using direct SQL statements 

Information about computers can be deleted directly from the database using appropriate SQL 
statements. These statements can be constructed to select and delete computers according to logic 
or heuristics you choose. See the ManageSoft System Reference documentation (Ref-
System_Reference.pdf) for further information about the ManageSoft database schema. 
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